Problems

List your customers’ top problems

Lack of well-
Trained
cybersecurity
ProSessionals

Need Sov Readiness
and Incident

Response TeSting

Highly Advanced
and Evolving
Attack vectors
result in dawmage
o§ vesouvrces

Existing Alternatives

List how these problems are solved today

Cyvin.dtcovry

cloud ranges

Cost structure

List fixed and variable costs

DeSign and | T
wnirastructure and

developwent

Equipwent

Solutions

Outline possible solutions for each problem

use better wonitoring software and
highly skilled people with veal-world
skills

Teach thew how

to stay alert and

dctive 1w attack
sSituations

%uild a§Sovrdable
soS$twavres

Key metrics

List key numbers telling how business is doing
today

No. o¥ sales

No. of universities
Puvrchased Scenarios

Transpovrtation

Unique Value Proposition

Single, clear, compelling message that turns an
unaware visitor into an interested prospect

Tradin cyber professionals 39ainst
advance threat n real world

enviromewnt

High-level Concept

List your X to Y analogy
(e.g. YouTube = Flickr for videos)

?\aygvou\hd o§ cvbev

soldiers

Unfair Advantage

Something that can’t easily copied or bought

l\n-l;egra-bed
Learvﬁng
w\a\nasew\ewb

AS$Sovrdable

Systew

Interactive and
sami-\:‘ied

elements

Channels

List your path to customers

Sewminars &
wovrksho?s

Revenue streams

List sources of revenue

Paid custowmers

Scenario sales

Customer Segments

List your target customers

Educators: Seeking to implement
basic and advawnced cybevsecuritsj
educadtion course

Seek’ma tradining and continuing
education Sov security operations,

analysis, and forensic specidlists

Seeking “situational operations”
testing for new products, software
veleases awnd ovganizational
veStructuring

Early Adopters

List characteristics of your ideal customer

universities and ovqganisation
looking to train wovrk$ovrce wmoVing

nto cybersecurity-related fields
and positions




